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SECURITIES AND EXCHANGE COMMISSION
Washington, D.C. 20549
FORM 10-KSB

ANNUAL REPORT UNDER SECTION 13 OR 15(d)
OF THE SECURITIES EXCHANGE ACT 1934:

For the Fiscal Year Ended December 31, 2002; and
For the Fiscal Year Ended December 31, 2003

Commission File Number: 0-30717
E-SMART TECHNOLOGIES, INC.
(Name of Small Business Issuer in its Charter)

Nevada 880409261
(State of Incorporation) (I.R.S. Employer Identification No.)

7225 Bermuda Road, Suite C, Las Vegas, Nevada 89119
(Address of Principal executive Office, including Zip Code)

(702) 447-5210
(Issuer s Telephone Number)

Securities registered under Section 12(g) of the Exchange Act:

COMMON STOCK, $.001 PAR VALUE
(Title of Class)

Check whether Issues: (1) filed all reports required to be filed by Section 13 or 15 (d) of the Securities Exchange Act
during the past 12 months (or for such shorter period that the registrant was required to file such reports), and (2) has
been subject to such filing requirements for the past 90 days. Yes[ ] No [X]

Check if there is no disclosure of delinquent filers in response to Item 405 of Regulation S-B is not contained in this
form, and no disclosure will be contained, to the best of registrant s knowledge, in definitive proxy or information
statements incorporated by reference in Part III of this Form 10-KSB or any amendment to this Form 10-KSB. [ ]

Issuer s revenues for the two years ended December 31, 2003: $ -0-

The aggregate market value of Common Stock held by non-affiliates at March 23, 2004 was $36,951,558. Shares of
Common Stock, $.001 par value per share, outstanding at March 25, 2004: 170,707,012 shares

DOCUMENTS INCORPORATED BY REFERENCE:

No documents are incorporated by reference into this Annual Report.
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Safe Harbor Statement

Certain statements contained herein constitute forward-looking statements within the meaning of the Private
Securities Litigation Reform Act of 1995. We desire to avail ourselves of certain safe harbor provisions of the 1995
Reform Act and are therefore including this special note to enable us to do so. Forward-looking statements included in
this Report on Form 10-KSB involve known and unknown risks, uncertainties, and other factors which could cause
our actual results, performance (financial or operating) or achievements to differ from our best estimate of future
results, performance (financial or operating) or achievements expressed or implied by such forward-looking
statements. These risks include, but are not limited to, risks related to recently consummated acquisitions as well as
future acquisitions, our ability to increase our revenues and generate income from operations, effects of competition
and technological changes, risks related to exposure to personal injury and workers compensation claims, risks that
our insurers may not provide adequate coverage, risks associated with compliance with government regulations such
as ERISA, state and local employment regulations and dependence upon key personnel.

We believe it is important to communicate our expectations to our investors. There may be events in the future,
however, that we are not able to accurately predict or over which we have no control. The risk factors listed above, as
well as any cautionary language in this report, provide examples of risks, uncertainties and events that may cause our
actual results to differ materially from the expectations we described in our forward-looking statements. Before any
investment is made in our securities, awareness that the occurrence of any of the events described in the risk factor
section and elsewhere in this report, and other events that we have not predicted or assessed could have a material
adverse effect on our ability to transition out of the development stage. In such case, the price of our securities could
decline and any investor may lose all or part of the investor s investment.
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PART I
ITEM 1. DESCRIPTION OF BUSINESS
General

e-Smart Technologies, Inc., a Nevada corporation (the Company orthe Registrant ), was incorporated on July 15,
1997, under the name Boppers Holdings, Inc. ( Boppers ). On December 22, 2000, and by virtue of a Certificate of
Amendment to our Articles of Incorporation, our name was changed to e-Smart Technologies, Inc. Prior to the change
of name, and pursuant to an Acquisition Agreement and Plan of Merger dated as of August 16, 2000, between
Boppers and Plainview Laboratories, Inc. ( PLI ), a Nevada corporation, all the outstanding shares of common stock of
PLI were exchanged for 20,000 shares of Rule 144 restricted common stock of Boppers in a transaction in which
Boppers was the successor corporation. At the time of the merger with Boppers, PLI was a publicly owned entity with
a class of securities registered pursuant to Section 12(g) of the Securities Exchange Act of 1934, as amended (the

Exchange Act ).

We were organized under the laws of the State of Nevada on July 15, 1997, we have limited operations, and, in
accordance with SFAS#7, we are considered a development stage company. Our administrative offices are located at
7225 Bermuda Road, Suite C, Las Vegas, Nevada 89119. Our registered agent in the State of Nevada is The
Corporation Service Company and our transfer agent is Holladay Stock Transfer Company of Scottsdale, Arizona.
Our common stock trades in the over-the-counter market under the symbol ESMT. Our telephone number is (702)
447-5210.

The 2000 Merger

On October 20, 2000, Boppers, Boppers Acquisition Corp., a then newly-formed Nevada corporation and wholly
owned subsidiary of Boppers ( BAC ), and e-Smart Systems, Inc., a Nevada corporation ( e-Smart Systems ) and wholly
owned subsidiary of Intermarket Ventures, Inc., a Utah corporation ( IVI ), entered into an Agreement and Plan of
Merger (the Merger Agreement ). Pursuant to the terms of the Merger Agreement: (i) Boppers acquired all of the
issued and outstanding shares of common stock of e-Smart Systems; (ii) BAC merged with and into e-Smart Systems
such that e-Smart Systems was the survivor; (iii) e-Smart Systems became a wholly owned subsidiary of Boppers; and
(iv) IVI, the sole shareholder of e-Smart Systems, acquired control of Boppers as described below.

Prior to the consummation of the transactions contemplated by the Merger Agreement, Boppers had 200,000,000
authorized shares of Common Stock, par value $.001 per share (the Boppers Common Stock ), 20,000,000 authorized
shares of Preferred Stock, par value $.001 per share and 3,501,000 issued and outstanding shares of Boppers Common
Stock. Pursuant to the Merger Agreement, Boppers: (i) issued 58,600,000 shares of Boppers Common Stock to IVI in
exchange for 58,600,000 shares of e-Smart System s common stock, par value $.001 per share, owned of record by
IVI; and (ii) converted warrants to purchase an aggregate of 2,900,000 shares of e-Smart System s common stock at
$10.00 per share into warrants to purchase an
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aggregate of 2,900,000 shares Boppers Common Stock at $10.00 per share (the Warrants ). The foregoing caused a
change in the control of Boppers.

On November 27, 2000, Bopper s management resigned and the Registrant s present management took control. The
Company s name was changed from Boppers Holdings, Inc. to e-Smart Technologies, Inc., effective December 22,
2000.

By virtue of a merger that was completed on December 22, 2000, and pursuant to subsequent grants of rights from
IVI Smart (defined hereinafter), we directly own the exclusive license for certain technologies for the U.S.A. and Asia
except China. In addition, and through our wholly owned subsidiary e-Smart Systems, Inc., a Nevada corporation, we
own the exclusive license for China to the smart card technology and any and all other smart card related assets
originally developed or otherwise owned by IVI, one of our major shareholders, and now owned by IVI Smart
Technologies, Inc., a Delaware corporation and subsidiary of IVI ( IVI Smart ). IVI s and now IVI Smart s research and
development lab was the creator of what we believe to be the market leader in multi-application smart card solutions.
IVI dubbed this technology the Super Smart Card System. We have sublicensed the rights to market the technology to
state and federal agencies to our forty-five (45%) percent owned affiliate, Homeland Defense, Inc., a Nevada
corporation, which is majority owned (fifty-five (55%) percent) by our Chairman, Chief Executive Officer, President
and Chief Financial Officer Mary Grace.

Products

The Company, IVI Smart and our subsidiaries and affiliates are all principally engaged in the business of creating,
marketing, manufacturing, installing, operating and maintaining proprietary systems that are designed to positively
authenticate each and every end user of any networked or local access system while protecting at all times all
information residing on or transported by the system. These products are designed to provide assurance that the user is
the person that he or she claims to be and whether or not he or she has the credential to access the premises or
information being sought. As stated, our business is providing and operating systems. We intend to earn income
primarily from transaction fees and/or other service based fees connected to the use of our systems once installed. We
do not intend to either manufacturer or install systems on our own, rather, we intend to outsource manufacturing of
our Super Smart Card , Super Smart Readers and proprietary components under OEM agreements; and to outsource
installation to select partners that are major systems integrators in each country of installation. Prior to the sale of a
system, our business activities are strictly limited to marketing, research and development, and customer
customization. After a sale is made, we supervise the manufacture and installation of the system and, once deployed,
operate the system on behalf of the purchaser. By outsourcing all other activities, we hope to keep our cost of
operations down and minimize the complexity of our business.

One of the key distinctions of our system from all other systems is our proprietary smart card, the Super Smart
Card . We believe that we are the world s first and currently the only provider of a commercially available dual ISO
7816 (contact) and ISO 14443 B (wireless) compatible smart card featuring both a fingerprint sensor onboard, a
biometric matching engine onboard and a multi-application microprocessor. To our knowledge, as of the date hereof,
the Super Smart Card is the only dual-interface biometrically activated, microprocessor-based

5
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smart card product. Because our Super Smart Card contains a microprocessor, it can store and process information and
run multiple applications. Because our Super Smart Cards have an on-board digital fingerprint sensor, hold a

biometric fingerprint template, and have an onboard biometric matching engine, our Super Smart Cards are able to
perform an ID verification without reference to any network (or any other) database. For this reason, we call the Super
Smart Card biometrically activated or biometrically powered. Our cards are referred to as dual interface because they
work either in conjunction with a reader that requires physical contact with the card to supply power and to transfer

data or with a reader that does not require physical contact with a card reader, as power and data are transferred to

each card through a magnetic field generated by a card reader. Our Super Smart Card combines the benefits of
microprocessors, biometrics and dual interface cards in an ISO compatible system and form-factor.

All of our products are designed to operate on a common platform which we currently refer to as the Biometric
Verification Security System or the BVS2 (the current and improved version of the Super Smart Card System). The
BVS2 Platform is based on our licensor s pending patents and other proprietary technologies and consists of our Super
Smart Card (our unique smart card with an on-board biometric multi-application micro-processor, a unique on-board
biometric sensor (fingerprint) and a unique digital photo ID system among other items), readers, operational software,
application development software and a communication technology that ensures that the transmission of data to and
from the Super Smart Card and throughout the system is secure and reliable. The BVS2 can be customized to support
a large number of applications in a multitude of markets. Some of the markets for which we have customized the
BVS2 platform include national security, immigration/border crossing, ID-fraud free credit/debit card pre-processing,
welfare/food-stamp benefits and medical services. We believe that there is no existing practical limit to the number or
types of applications we can customize our system to run.

Our products offer the following benefits:

The information stored on our card and transferred between the card and the reader is secured behind biometric
activation and is protected by both physical and software encryption down to the physical layer (our
PrestoChango protection system);

The biometric system being completely on the card with full independent operation capabilities allows for
identity and credential verification even during emergency situations where denial of service attacks or other
network outages prevent network database access and would cause many other systems to fail;

Our Super Smart Cards support multiple, independent applications secured even from each other on the same
card, each protected by the biometric and each protected end-to-end throughout the system by our proprietary
information protection system, PrestoChango ;

The system operator of the BVS2 platform (whether we or anyone else) has no access to user or customer
information unless granted access by the application owner for some specific reason; and
6

Table of Contents 7



Edgar Filing: E-SMART TECHNOLOGIES INC - Form 10KSB

Table of Contents

Our cards are durable and easy to use, our technology can be placed in objects that take a variety of forms, such
as key chains, wristwatches and necklaces/pendants.
The e-Smart Solution

We believe that our Super Smart Card has a technological advantage over any other existing smart cards that we
have seen in the market. The Super Smart Card is a dual interface card working with existing contact and existing
wireless type B readers. The Super Smart Card is a complete biometric system with its own sensor and matching
system onboard every card. The Super Smart Card is an advanced microprocessor type smart card protected by a
hardware based firewall enhanced by software that protects data down to the physical layer. We believe that our Super
Smart Card is rendered useless if tampered with and that counterfeiting is not possible. In short, we believe that at this
time the Super Smart Card is a one-of-a-kind piece of technology that gives us a competitive advantage over all other
suppliers and that makes us a sole source supplier to anyone that needs a reliable, stand-alone, privacy protected,
biometrically empowered system of identity verification for all purposes whether for public security or private
commercial use.

Our technology not only enables a microprocessor-based smart card system to operate in both a contact and a
contactless environment, but also enables our biometric fingerprint sensor and biometric engine to work in both a
contact and a contactless environment as well. We believe that this ability to operate the biometric system both with a
contact reader and wirelessly is but one of the abilities unique to our Super Smart Card . As the Super Smart Card is an
ISO compatible smart card, our technology is not only available for new systems, but can be integrated with existing
contact and contactless (wireless) systems.

The Biometric Verification Security System  ( BVS2 )

The BVS2 is an integrated platform designed from the ground up to provide a security blanket of networked
services necessary to protect everything from a single system to a nation-wide system. We believe that the BVS2 isa
complete platform that can accommodate virtually any existing peripheral deemed appropriate for whatever task is
required. We also believe that the BVS2 s architecture is totally modular and upgradeable, almost infinitely scalable,
fault tolerant, redundant and highly trustworthy. Authorized access both physical and logical is provided via the
BVS2 s secure, standardized and irrefutable biometric credential as generated by the Super Smart Card (as described
below).

All BVS2 transactions (financial, data or otherwise) are routed through, logged, indexed and sorted by the BVS2 s
Universal Gateway subsystem. This subsystem is empowered by a secure group of networked servers that can access
an almost unlimited numbers of diverse and legacy database systems and protocols via the Universal Gateway s
exceptional data translation system, the Automated Protocol Manager ( APM ). If the BVS2 is tasked to make an
inquiry of the normally incompatible database systems of multiple domestic and foreign agencies; the BVS2 can
complete the inquiry quickly and efficiently, without human

7
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intervention, automatically combining normally irreconcilable data into one single language report. The BVS2 s instant
data-field manager allows any authorized user to instantly change information requests. With the addition of an

optional analysis module, the BVS2 s proprietary algorithms can analyze data customized to user requirements. In
short, the BVS2 is an easy to use, yet extremely powerful system built to provide security to entire nations. At the
same time and without unnecessary hampering the work and needs of government officials, we believe that the BVS2
offers the maximum in privacy protection to individuals. Some Key Components and Subsystems Comprising the
BVS2 are described below.

The Super Smart Card

The Super Smart Card is the tool required to unlock a BVS2 Transaction . A BVS2 Transaction can be many
different things depending on the application in use. However, whether a money transaction or a data transaction or an
access transaction or any other transaction, the Super Smart Card utilizing our complete on-board biometric
fingerprint matching system and our Presto Chango application and information security system is the BVS2 s  ignition
and the user s fingerprint is the key to start the BVS2 Transaction.

The Super Smart Card is a unique interoperable smart card featuring a non-JAVA based, multi application
micro-processor that can perform multiple independent and discrete functions all protected behind hardware firewalls
enhanced by software within the chip (the Presto Chango system). In addition, each Super Smart Card contains our
own unique fingerprint sensor and biometric processing engine. No biometric data ever leaves the card in the privacy
protected version of the Super Smart Card . Biometric data resides only on the Super Smart Card . All biometric
processing is done on the card. Only the finger of the owner of each Super Smart Card placed on their own Super
Smart Card s fingerprint sensor will activate the card, thereby insuring the personal privacy of each holder. We believe
that Identity theft is theoretically made impossible. Lost or stolen cards have no value to anyone. The Super Smart
Card , which we believe to be both tamperproof and counterfeit-proof, supports multiple discrete applications
including, among others: ID Card, Debit/Credit Card, Driver s License and Physical and/or Logical Access Card.

The standard Super Smart Card features an ISO contact operation interface (ISO 7816) and an ISO wireless
operation interface (ISO 14443 B) and will operate on most ISO compatible contact 7816 readers or wireless 14443 B
readers. The Super Smart Card is an integral part of the BVS2 . Every Super Smart Card contains an on-card biometric
fingerprint sensor and digital 3-D photo ID system. Any other biometric can be added to the card and to the system.
The Super Smart Card is inherently secure due to our hardware-based architecture. Each application on a Super Smart
Card is secured from access by any unauthorized party by virtue of our on-chip hardware firewall system and our
high-level encryption system, Presto-Chango . Other card systems, such as those now used for the DOD CAC cards,
rely on and run software, primarily JAV A based, to create pseudo multi-applications all with the inherent security
problems of JAVA.
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The following is a summary of certain of the salient features of the Super Smart Card :

Unique Sensor On-Card. Only the fingerprint of the registered user can activate the card. The sensor performs
with equal reliability with wet, dry, hot or cold fingers. The system prevents unauthorized use of any card or card
application by requiring the authorized cardholder s fingerprint to activate the micro-processor inside and to
initiate any transaction or to access any information (see below for more information about our fingerprint
Sensor);

Fraud-proof, counterfeit-proof and hack-proof. We believe that the physical characteristics of each Super Smart
Card causes tampering to permanently disable it and destroy any information contained therein. We also believe
that counterfeit cards cannot work on the system, rendering any fake cards absolutely useless for all purposes;

Hardware Based, Software Enhanced, Multi-Application System. One card can contain multiple and independent
and secure applications. For example, the technology will permit/deny access (physical and/or logical), identify
precise location and/or movement of personnel and/or watch list parties while at the same time operating other
secure applications, each completely and securely isolated one from the other;

Immediate identification Assurance & Privacy Protection. The system provides immediate and we believe sure
authentication for all users and their credentials once they are properly enrolled onto the system. All biometric
details are stored only on the Super Smart Card and not in any database (except where required by law, e.g., for
INS needs or as required by certain voluntary programs) and the user leaves his or her fingerprint only on his or
her own card which never leaves their hand;

Stolen fingerprints of no use. Unlike other systems where a stolen fingerprint can mean a stolen identity, use of
biometric information alone without one s own Super Smart Card is of no use with the BVS2 . Each person s
biometric information is inextricably entwined with certain other information unique to that user. Unless the
biometric presented contains the additional unique information just mentioned (i.e., one s own Super Smart Card ),
not even the true owner of the biometric information will be granted access without the intervention of at least

one, if not two high level, human, operations supervisors /officers intervention, to establish the identity of the
person concerned; and

One Card System  Multiple Government Applications Total Security  Saves Taxpayer Money. The Super
Smart Card allows multiple secure applications to co-exist and operate on the same card. Because of the
versatility of the BVS2 and Super Smart Card , one card and one system can be used by every federal agency,
saving the cost of having a multitude of systems and infrastructure to support each. In addition, because of the
many services that the Super Smart Card can securely perform, there are many opportunities to defray costs by
using one multi-purpose card and one multi-purpose network system and charging separate application fees for
each application. In addition, we believe that since there is broad compatibility with many of the readers already
in use, our system will, upon installation, save time and money for certain uses.

9
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More information Regarding Our Fingerprint Sensor. A key component of each Super Smart Card is the
BioSensor Fingerprint Sensor. Each Super Smart Card contains one of these tiny (.33 mm thin), low power
consumption sensors that is durable enough to be embedded in a smart card and yet not effected by static
electricity, the elements or the condition (wet, dry, hot, cold) of the user s skin. Imaging is in 3D and based on
micro-pressure variations across the sensor surface caused by the ridges and valleys existing in one s fingerprint.
Users of the Super Smart Card with our built in sensor do not have to be concerned about leaving their
fingerprint(s) on some reader that is fixed on a wall or sitting on a desk for someone to steal. The cardholder is
always in control of his or her own fingerprint(s). The biometric fingerprint sensor incorporated in the Super
Smart Card was developed by BioSensor LL.C, a Hawaiian limited liability company ( BioSensor ) and wholly
owned subsidiary of IVI Smart, utilizing base intellectual property developed by IVI Smart but productized by
BioSensor.

Use of the sensor is made possible pursuant to a Confidential Technology Assignment and License Agreement
dated as of May 1, 2003, with IVI Smart, a principal stockholder of our Company (the License Agreement ).
Pursuant to the License Agreement, IVI Smart granted to BioSensor the exclusive right to develop certain of our
intellectual property at BioSensor s sole cost and expense with respect to certain biometric fingerprint sensor
technology created by IVI Smart and BioSensor granted to IVI Smart the exclusive rights to any sensor
developed by BioSensor. In consideration for the use of IVI Smart s intellectual property, BioSensor issued
50,000,000 of its Common Units to IVI Smart. No other Common Units were issued by Biosensor. Accordingly,
Biosensor became a wholly owned subsidiary of IVI Smart and an affiliate of the Registrant. In consideration for
the exclusive rights to use the sensor technology developed by BioSensor, IVI Smart agrees to pay a one-time
royalty to BioSensor equal to $.35 for each Super Smart Card sold or distributed by IVI Smart or any affiliate or
licensee.

The Zero/Zero System. Our Zero False Acceptance - Zero False Reject system is believed by us to be unique in
the field of biometrics. In the normal course, when setting a biometric system, the closer to theoretical zero false
acceptances you set your matching system for, the further you get from zero false rejections. In fact, a false
rejection rate in the 30% to 40% range is not unheard of when many systems are set to the theoretical zero false
acceptance rate. A false acceptance means the system confirms that you are someone else. A false rejection
means the system will not confirm that you are who you really are. Based on our internal studies, our Zero/Zero
System, using a patent pending technique that combines human factors with mechanical factors, is able to reduce
the false reject rate to something less than 0.5% on the first use and to something less than 0.2% after the third to
fifth use of the system by each new user. This reduction in the false rejection rate is extremely significant when
dealing with high volumes of people in situations such as border crossings and airports. Each false rejection
means that valuable time and manpower must be used to conduct a secondary inspection to check someone who
is already cleared and increases the risk that an unauthorized individual will get through in the confusion. The
Zero/Zero System is built in to of our Super Smart Cards .

10
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The card reader is the tool that supplies power to our Super Smart Cards™ and the instrument through which each
card communicates with the BVS2™ platform. We intend to offer a full complement of readers as part of our
proposed BVS2 system offering. For clients that need readers, we intend to offer a family of multi-system readers
ready to meet almost any need that the market may have. These include a handheld wireless internet appliance and
card reader to a dedicated stand alone desktop reader to interface modules that allow the use of most standard, off the
shelf PDA s, sub-notebooks and other similar devices. We intend to offer a browser-phone with a contact card reader
already incorporated. Our latest reader is a mobile GPRS based internet appliance with constant wireless access to the
commercial mobile internet. This reader features a large, full color LCD display, a keyboard and a printer all in a
handheld battery operated unit. We believe that there will be a large demand for this reader. All of our readers will be
manufactured under contract with established card reader manufacturers on an as ordered basis based on customer
orders as received. We intend to distribute these readers on a fully burdened cost basis making little or no profit and
generally retaining ownership and maintenance responsibilities. (For the avoidance of confusion, maintenance
responsibilities are outsourced to our strategic partners.)

The Universal Gateway with Legacy Preserver Technology

The BVS2 features a special gateway, that is designed to both take in all types of information from multiple
sources and applications and forward it to its correct destinations and to translate the Babel-Speak of over one hundred
(100) different legacy systems and technical services (this prevents the need to replace entire systems in use). When
any such legacy system is attached to a BVS2 empowered network using our Legacy Preserver hardware, virtually all
information passing through the network enters the Universal Gateway and by default is translated by the Universal
Gateway s Automated Protocol Manager into a common language such that the information becomes available for use
on all connected systems. Translation is in near real-time with the speed of any particular data s delivery basically
controlled by the transmission speed of the legacy system that such data resides on. The Universal Gateway is a
distributed system with redundant back up at all points. We believe that in the unlikely event that any node went down
including the redundancy, that failure would not shut down the entire system.

Presto-Chango

Presto-Chango is designed to protect computer information down to the physical layer from unauthorized access.
We believe that any attempt to move information from our storage place without proper authority causes that iteration
of the information to morph into gibberish that cannot be deciphered by anyone or any system. Authorized access
allows information to move, encrypted for transport, for any authorized and proper use which can be specified by user.
Coupled with the BVS2 s operating software, Presto-Chango is designed to enable sensitive information to transit the
Internet or any public network without risk of information theft. Working together with the Super Smart Card , we
believe that our system can provide superior logical protection where truly secure computer access and records are an
absolute requirement.
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Our Strategy

Our goal is to create a global network featuring the BVS2 platform that allows the full potential of each Super
Smart Card to be used anywhere in the world and the maximum potential transaction fees for us. Key elements of our
strategy include:

Enhance Technological Position. We intend to continue to invest in research and development in order to enhance
our technological position, develop new technologies, extend the functionality of our products and services, and offer
innovative products to our customers. For example, at the request of a potential government client, we have just
completed the development of a fully wireless biometric passport that can match fingerprints on a stand alone basis or
faces when coupled with our digital video reader or both. We intend to continue with this type of research and
development that can lead to immediate potential sales. During fiscal year 2002, the Company spent approximately
$350,000 on research and development. During fiscal year 2003, the Company spent approximately $900,000 on
research and development.

Expand Domestic Market Presence. We are directly and through our Homeland Defense, Inc., affiliate actively
engaged in marketing efforts to various agencies of the U.S. federal government. We have especially targeted various
agencies within the Department of Homeland Security, including but not limited to the Bureau of Immigration and
Customs Enforcement and the Transportation Security Administration. We intend to step up our marketing efforts to
these and other agencies both on a direct basis and on a partnering basis with major U.S. domestic systems integrators
in line with these agencies current policy of awarding virtually all major contracts to a handful of well known
integrators, such as, EDS, Accenture, CSC and the like.

Expand Global Market Presence. Our sales and marketing effort is directed from Las Vegas, Nevada. Currently,
we market our products in Asia from our marketing subsidiary in Seoul, Korea and through strategic partnering
agreements with two global IT companies and a Chinese state-owned company for domestic sales in the People s
Republic of China. We intend to use these entities to strengthen our presence in existing markets, penetrate new
markets, provide local customer service and technical support, and adapt our products to our local customers specific
needs.

Generate Recurring Revenues. We rejected a business model that called for one-time payments for our products
and technologies. Other companies that have followed the one-time payment model in the smart card business, such as
Gemplus and Oberthur, have not fared well financially through business cycles during the low end of business cycles.
Instead, our business plan is to sell entire systems, including our Super Smart Cards , only on a turn key basis in a
manner that permits us to operate the system and collect transaction fees and service fees for an extended period of
time. Our business plan is also to focus on large scale governmental clients that will cause wide use of our Super
Smart Card in the event of a sale and in such circumstances would maximize our potential transaction fee base.

Leverage Existing Relationships and Seek New Ones. We have entered into a relationship with Daewoo
International, among others, to help us cover the Asian national ID card market. We have entered into this
relationship, and others, in order to facilitate and accelerate our penetration into new markets, and to assist us in
defining and pursuing new applications for our products. We are continuously seeking additional relationships to
complement our marketing strategy and promote our brand worldwide.
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Leverage Presence in Existing Industries to Enter into New Industries. We intend to offer our customers the ability
to add new applications to their smart cards, thereby expanding the number of industries in which our products are
used and the number of transaction fees that we could potentially collect. For example, users of the national ID card
will have the option to add a payment application to their card among many others. We plan to generate additional
revenues through the sale and installation of the software required to add and operate these applications.

Marketing and Distribution

We intend to enhance our position in the design and development of Super Smart Card based products by
developing new applications for our technology. We also intend to enter new markets, either alone or through strategic
relationships. In so doing, we aim to create additional potential sources of revenues from transaction fees and
additional potential sources for revenue from customer support.

We intend to market our technologically advanced products directly, through our Homeland Defense, Inc. affiliate,
and through e-Smart Korea, Inc., our Korean subsidiary, as well as indirectly through a global network of strategic
relationships with major systems integrators and others. Our sales and marketing efforts will be directed from our
offices in Las Vegas, Nevada. We do not engage in any significant advertising activities.

Proprietary Technologies

We are the owner of three technology licenses. Each license has been granted pursuant to an Exclusive Use and
Distribution Agreement (collectively the License Agreements ), each of which grants us exclusivity to the technology
covered in a particular territory. The three territories covered are the People s Republic of China, all of Asia except the
People s Republic of China and the United States of America. IVI Smart, the current licensor, is one of our principal
shareholders. The rights to technology granted to us includes all smart card and related assets of the licensor including
the Super Smart Card , the BVS2 platform and all relevant components thereof. The License Agreements require that
all inventions and improvements made by us be assigned to the licensor with a license to use granted back to us on the
same terms and conditions as the technology was granted to us in the original license. We are jointly responsible to
protect and defend the technology in the event of challenge, or disputes of any kind in a covered territory.

Our success and ability to compete depend in large part upon the protection of the proprietary technology that we
license. We and the licensor rely on a combination of patent, trademark, copyright and trade secret law, as well as
know-how, confidentiality agreements and other contractual relationships with employees, affiliates, distributors and
others. In this regard, our licensor has a number of pending patent applications in various jurisdictions, globally.

Neither we nor the licensor can be certain that patents will be issued with respect to any of the pending or future
patent applications. In addition, as with every other company that depends on patents, until the outcome of any future
litigation is determined, we can not be certain that any patents if issued will be enforceable against alleged infringers
or will be upheld if their validity is challenged.
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Recent Developments

Commencing in the spring of 2003, we began a global marketing program with particular emphasis in Asia. In
October 2003, we authorized the creation of e-Smart Korea, Inc. as a wholly owned Korean subsidiary. During the
first quarter of fiscal 2004, and through our new Korean subsidiary, we entered into two material agreements